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Course Description  

This workshop walks administrators through various BloxOne Threat Defense Cloud features such as 
Access Authentication, Custom & Country-Based RPZ, Dossier, Lookalike & Suspicious domain 
management and Web-content & Application Discovery Reports 

Prerequisites 

This workshop requires that you have completed the BloxOne Platform training 
and have an active BloxOne lab and CSP Tenant with BloxOne Hosts configured 
and joined to CSP. 

• BloxOne Platform Workshop 

• BloxOne Threat Defense Cloud Administration Workshop I 

Course Outline 

• BloxOne Reports 

• BloxOne Application Discovery 

• BloxOne Web-Content Discovery 

• BloxOne Threat Defense Dossier and Threat Research 

• Creating Custom and Country Based RPZ with BloxOne TIDE 

• BloxOne Access Authentication 

• Managing Lookalike and Suspicious Domains in BloxOne 

Included Labs 

• Using BloxOne Security Reports 

• BloxOne Dossier Threat Investigation 

• Navigating BloxOne Application Discovery Reports 

• Navigating BloxOne Web-Content Discovery Reports 
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