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Course Description  

The Prisma Access SSE: Configuration and Deployment (replaces EDU-318) course provides a deep 
dive into deploying, configuring, and managing Prisma Access using Strata Cloud Manager “SCM”. 
You’ll gain the skills needed to secure remote networks and mobile users with a cloud-delivered Secure 
Access Service Edge (SASE) solution—empowering your organization with modern, scalable, and 
cloud-based network security. 

Prerequisites 

Participants should have a basic knowledge of cloud computing and the public cloud and experience 
with networking concepts, including routing, switching, and IP addressing.  
In addition, participants should complete the following pre-requisites to be optimally prepared for the 
course: 

• Prisma Access (Strata Cloud Manager) digital learning paths 

• (Recommended) Firewall Essentials: Configuration and Management or equivalent experience. 

Course Duration 

4 days 

Objectives 

Successful completion of this four-day, instructor-led course will help enhance your understanding of 
how to better protect your applications, remote networks, and mobile users using a SASE 
implementation. In a lab environment, you will get hands-on experience configuring, managing, and 
troubleshooting Prisma Access via Strata Cloud Manager. 

Course Outline 

1. Prisma SASE 

2. Prisma Access Architecture 

3. Strata Cloud Manager 

4. Licensing and Activation 

5. Service Connections 

6. Remote Networks 

7. Mobile Users 

8. Prisma Access Explicit Proxy 

9. ZTNA Connector 

10. Prisma Access Browser 

11. Autonomous Digital Experience 

12. Management (ADEM) 

Who Should Attend 

• This course is intended for Security Engineers, Security Administrators, Security Operations 
Specialists, Security Analysts, and Network Engineers. 
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